
WIRELESS NETWORK SECURITY
VENDOR
AirDefense, Inc.
Alpharetta, Ga.
(877) 220-8301
www.airdefense.net

AirMagnet Inc.
Sunnyvale, Calif.
(408) 400-0200
www.airmagnet.com

AirWave Wireless Inc.
San Mateo, Calif.
(650) 286-6100
www.airwave.com

Aruba Networks
Sunnyvale, Calif.
(866) 552-7822
www.arubanetworks.com

Bluesocket Inc.
Burlington, Mass.
(781) 328-0888
www.bluesocket.com

Cisco Systems Inc.
San Jose, Calif.
(800) 553-6387
www.cisco.com

Enterasys Networks Inc.
Irvine, Calif.
(949) 852-4126
www.enterasys.com

Fortress Technologies
Oldsmar, Fla.
(813) 288-7388
www.fortresstech.com

Trapeze Networks
Pleasanton, Calif.
(925) 474-2200
www.trapezenetworks.com

Wavelink Corp.
Kirkland, Wash.
(425) 823-0111
www.wavelink.com

PRODUCT(S)
AirDefense Enterprise 7.0

Laptop Analyzer, Handheld Analyzer

AirWave Management Platform

Mobile Edge System

BlueSecure Controllers, Access Points
and Intrusion Protection Systems;
BlueView Management System

Aironet access points, Catalyst 
controllers, client devices and 
management appliances

RoamAbout Access Points, Switches
and Switch Manager

SecureEdge, SecureCore, 
SecureControl and SecureConnect

Trapeze Mobility System, 
Mobility Exchange, Mobility Point

Avalanche Mobility Center, 
Remote Control, CE Secure

NOTES
Wireless intrusion prevention system; additional products
available for use on client machines and to prevent intru-
sions over Bluetooth connections

Mobile device for analyzing WLAN performance, detecting
rogue access points, identifying performance/security
problems and monitoring compliance with security poli-
cies; FIPS-140 validation*

Centralized management software for wireless network
and devices; monitors policy enforcement and usage 
levels; allows remote control of access points

Wirless controllers, access points and management 
software for WLANs; through ArubaOS Mobility Software,
users can add wireless IPS, firewall and VPN features to
Mobile Edge controllers; FIPS-140 validation*

Controllers are appliances that sit between the wired and
wireless portions of the network and provide authentica-
tion, access control, encryption acceleration and threat
detection/prevention; FIPS-140 validation*

Wide range of devices for setting up, managing and 
securing a wireless network; Wireless Location Appliance
tracks the location of thousands of wireless devices on
the network; FIPS-140 validation*

Supports converged voice/data/video services, power
over Ethernet and 128-bit encryption at full wireless rate;
FIPS-140 validation*

Wireless security gateways, controllers, monitoring/policy
servers and secure client agents; FIPS-140 validation*

Includes management software, switch and access
points; APs can operate as sensors or APs; all data is
stored in the switch so if an AP needs replacement, the
new device inherits the former's configuration

Software for provisioning,  managing and securing a 
wireless LAN and mobile devices; Remote Control and 
CE Secure are plug-ins for mobile devices

* FIPS-140-1 or 140-2 for certain cyptographic modules, according to the National Institute of Standards and Technology,
http://csrc.nist.gov/cryptval.


