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Secure Freight Initiative will deploy nu-
clear detection devices at six ports: Port
Qasim, Pakistan; Puerto Cortes, Hon-
duras; Southampton, United Kingdom,
Port Salalah, Oman; the Port of Singapore;
and the Gamman Terminal at Port Busan,
Korea.

The United States and participating
governments are beginning to address pol-
icy and operational issues and sign bilat-
eral agreements between countries to go
forward with the initiative, said Terry Gib-
son, director of business development at
SAIC’s Security and Transportation Tech-
nology business unit. “It’s not all worked
out, but there’s a lot of very positive 
activity.”

CBP awarded SAIC a contract in Janu-
ary to install three container inspection sys-
tems for the Secure Freight Initiative.

SAIC’s Integrated Container Inspection
System is used in Hong Kong to scan con-
tainers arriving on trucks at port terminals.
Gibson said he believes the secure freight
program could spawn other scanning ini-
tiatives.

Foreign port security isn’t the only
maritime concern of U.S. officials. Infor-
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governs airlines. Air carriers file a prede-
termined flight plan and a manifest that
doesn’t change, he said.

The e-Manifest program, however, pro-
vides a degree of flexibility for changes.
Carriers or their service bureaus can up-
date routes and make cargo changes using
an amendment process, for example.

As e-Manifest moves into full imple-
mentation, other trucking security efforts
are just beginning. TSA awarded two con-
tracts in 2005 to General Dynamics 
Advanced Information Systems and 
Science Applications International Corp.
for the agency’s Hazmat Truck Security
Pilot program.

SAIC evaluated truck-tracking solutions
and selected seven vendors — PeopleNet,
Safefreight Technology, TrackStar Interna-
tional, Qualcomm, SkyBitz, GE Tip and
TransCore — in the project’s first phase.
Most of the vendors used Global Position-
ing System transceivers on trucks to track
their location.

General Dynamics established a truck-
tracking center in Buffalo, N.Y., and creat-
ed an interface to collect alert and tracking
information from commercial tracking sys-

tems. A TSA spokeswoman said a demon-
stration of the truck tracking system is
scheduled for September.

Ports: Scanning the globe
CBP estimates that more than 11 million
shipboard containers enter the United
States each year. Recent activity in Con-
gress has focused on scanning containers
for radiological materials before they leave
foreign ports.

An anti-terrorism bill that cleared the
House in January contains language that
would require international ports to scan
every container bound for the United
States. Large ports would have three years
to comply. Smaller ports would face a five-
year deadline.

Meanwhile, industry executives say the
legislation’s 100 percent scanning require-
ment is impractical.

“It’s very difficult to see how this would
work,” said Allen Thompson, vice president
of global supply chain policy at the Retail
Industry Leadership Association.

Thompson said the mandate relies on
technology that is in development and
would require a significant increase in

port employees to analyze the scan results.
The scanning initiative also would neces-
sitate agreements with host nations, he
added.

Russell said 100 percent scanning is un-
realistic and a hindrance to commerce.
Container scanning requires a risk-based
management approach, he said. Quantify-
ing risk and prioritizing vulnerabilities
would mean assessing which containers
present the most risk and scanning only
those rather than scanning every unit.

“Any security expert will tell you that
risk management is the appropriate way
to do this,” Thompson said. The House
bill omits risk management, he said. “You
are assuming that every container is a
threat when the overwhelming percent-
age of containers coming into this coun-
try is legitimate.”

In mid-February, the anti-terrorism bill
and its scanning provision had not come
up for debate in the Senate.

Meanwhile, the government will soon
begin early-phase scanning tests for 
Secure Freight, an initiative by DHS and
the Energy Department authorized by the
Safe Ports Act enacted last year. The 
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FREIGHT SECURITY PROGRAMS AND TEST PROJECTS PROLIFERATE
Concerns about freight insecurities abound, but many programs exist to address those concerns. Here are 11 examples: 

Trucking

Hazmat Truck Secu-
rity Pilot

TSA

The test project eval-
uates truck-tracking
technology. Science
Applications Interna-
tional Corp. and Gen-
eral Dynamics are the
prime contractors.

Maritime 

Sea Automated Mani-
fest System 

CBP

The system allows
participants to send
manifest data elec-
tronically before a
ship arrives at a port.

Maritime 

Secure Freight Initia-
tive

Homeland Security
Department/Energy
Department

The test program calls
for using nuclear de-
tection devices for
scanning freight at six
international ports. 

Maritime 

Maritime Domain
Awareness 

DHS/Defense Depart-
ment 

MDA calls for pulling
together a range of
federal agencies to
help identify threats
before they come
close to home.

Air

Air Cargo Explosives
Detection Pilot Pro-
gram 

DHS/TSA

The program tests
technologies for de-
tecting explosives and
stowaway terrorists. 

Air

Air Automated Mani-
fest System (Air AMS)

CBP

The system allows air
carriers to submit in-
formation electroni-
cally about arriving
cargo.

Sector

Program

Agency

Description

Multiple

Customs-Trade Part-
nership Against Ter-
rorism 

Customs and Border
Protection agency

The voluntary govern-
ment/business pro-
gram bolsters interna-
tional supply chain
security by encom-
passing rail, sea and
air carriers.

Multiple

Container Security
Initiative

CBP

CSI has placed CBP
and Immigration and
Customs Enforcement
officers in foreign
ports to work with
host governments to
identify high-risk con-
tainers.

Multiple

Automated Targeting
System 

CBP

The inbound module
of this decision-sup-
port tool is designed
to help customs offi-
cers identify high-risk
cargo in the air, land,
sea and rail sectors. It
supports CSI.

Multiple

Transportation Work-
er Identification Cre-
dential

Transportation Secu-
rity Administration

The TWIC program
will issue biometric
identification cards to
maritime workers and
could eventually ex-
pand to cover other
transportation-sector
employees. 

Trucking

E-manifest program

CBP

Truck carriers enter-
ing the United States
from Canada or Mexi-
co will be required to
file a manifest via
electronic data inter-
change or a Web por-
tal before trucks
reach border 
crossings.
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